
Privacy Policy 

This Privacy Policy (hereinafter referred to as the “Policy”) describes how to collect, use and further handle certain 

personal information obtained through the “Sencito” mobile application (hereinafter referred to as the “Mobile 

Application”). 

Personal data administrator: 

Sencito.com, s.r.o. 

Trading company registered in the Commercial Register kept by the Regional Court in Ostrava, Section C, Insert 

85644 

registered offices: No. 350, 739 53 Třanovice, Company ID No.: 10801987 

Contact details of the personal data administrator: 

delivery address: Třanovice 350, 739 53 contact e-

mail: info@sencito.com 

1. INTRODUCTORY PROVISIONS 

1.1. What do we follow when handling personal data? 

When handling personal data, we proceed in accordance with the legal order of the Czech Republic and directly 

applicable regulations of the European Union, especially with Regulation (EU) 2016/679 of the European Parliament 

and of the Council of 27th April 2016, on the protection of individuals with regard to the processing of personal data 

and free movement of such data, and repealing Directive 95/46 / EC (hereinafter referred to as the “Regulation”), 

and Act No. 110/2019 Coll., on the processing of personal data, as amended. 

1.2. What personal data do we process? 

in connection with your use of the mobile application, we process data forming log files, i.e. IP address (network 

identifier), information about the version of the application used, mobile device on which you run the mobile 

application, time and number of accesses, amount of transferred data and other similar information. Furthermore, in 

order to ensure the proper functioning of the mobile application, we use technically necessary (necessary) cookies. 

The mobile application also uses the Google Analytics services provided by Google LLC, which works with 

information obtained through cookies, and is used to obtain statistical information about your use of the mobile 

application. Google will, under our authority, use the information collected to evaluate your use of the mobile 

application, to compile activity reports, and to provide other services related to the use of the mobile application. 

If you have given your consent to the so-called “geographical location” in the settings of your mobile device, this 

function is used exclusively so that you can be offered individual services in relation to your current location. We do 

not store the location history of your device anywhere and under any circumstances. 

If you register and create your user account via the mobile application, the administrator of personal data that you 

enter in connection with the registration and establishment of a user account in the mobile application is the relevant 

municipality within which you register, while our company is in the position of processor of such personal data. 
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2. COLLECTION AND USE OF PERSONAL DATA 

2.1. How do we obtain your personal data? 

When using the mobile application, some personal data is obtained and stored via cookies or log files. 

You may refuse the use of cookies by selecting the appropriate settings on your Internet browser. Please note that if you refuse to use 

cookies, it is possible that you will not be able to fully use all of the functions of the mobile application. 

2.2. On what basis and for what purpose(s) do we process your personal data? 

The processing of log files and the use of technically necessary cookies is necessary in order to ensure the smooth 

operation of the mobile application, or improve their functions, protect our systems, and to prevent abuse or 

fraudulent behaviour, the legal reason for such processing lies in our legitimate interests (Art. point (f) of the 

Regulation) and is therefore not subject to your consent as a data subject. 

We use cookies other than those that are technically necessary, provided that you give us your consent. The legal 

reason for this processing therefore lies in your consent (Article 6 (1) (a) of the Regulation). 

2.3. How long do we use the data? 

We set the processing time for log files to 1 month. After this time, the entire log file, including any personal data, is 

automatically deleted. 

Data on the geographical location of your terminal device, if you have agreed to its processing, will be automatically 

deleted immediately after leaving the mobile application. 

Cookies obtained by Google Analytics expire depending on the browser settings, at most after 2 years, or when they are 

manually deleted by you. 

3. CONDITIONS FOR THE PROCESSING OF PERSONAL DATA 

3.1 Who processes your personal data? 

Your personal data will be passed on to other recipients or processors, in particular to the service providers specified in 
Article 1, paragraph 1.2 of this Policy. 

Your personal data may be transferred to countries outside the European Union or the European Economic Area in 
connection with the use of the services specified in Article 1, paragraph 1.2 of this Policy. 

Your personal data will not be passed on to any international organization. 

3.2. How do we process personal data? 

Personal and other collected data is fully secured against misuse. Personal data will be processed mainly in electronic 

form in an automated manner. Automatic decision-making and profiling do not apply to the processing of personal 

data. 
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4. YOUR RIGHTS IN RELATION TO PERSONAL DATA 

• The right to withdraw the granted consent  

In accordance with Article 7 (3) of the Regulation, you may at any time withdraw your consent to the processing 

of personal data which you have given us and on the basis of which we process personal data. 

You may withdraw your consent in any way, preferably by post or e-mail, addressed to the addresses listed in the 

administrator’s contact details. 

Withdrawal of consent to the processing of personal data does not affect the lawfulness of the processing of 

personal data before its revocation. 

• The right to access personal data — you have the right to obtain confirmation of the processing of personal 

data from us. You also have the right to access this personal data, as well as the information, according to 

Article 15 of the Regulation. 

• Right to repair — in accordance with Article 16 of the Regulation, you have the right to correct inaccurate or 

completion of incomplete personal data that we process about you, without undue delay, when there are 

inaccuracies, or upon the discovery of the incompleteness of the processed personal data. 

• Right to remove — you have the right to delete personal data without undue delay if any of the reasons set out 

in Article 17 of the Regulation apply. 

• The right to restrict processing — you have the right to request that we restrict the processing of personal data 

if any of the cases referred to in Article 18 of the Regulation occur(s). 

• Right to portability — under the conditions set out in Article 20 of the Regulation, you have the right to 

obtain personal data that we process about you, and that you have provided to us for processing in a 

structured, commonly used, and machine-readable format, and to transfer this data to another administrator. 

•  General right to object to processing —In accordance with Article 21 (1) of the Regulation, you have the right, 

for reasons arising from your specific situation, to object to the processing of personal data. You may 

deliver objections to us in any form, but preferably via an e-mail message, sent to the e-mail address listed 

above with the administrator’s contact details. 

• The right to lodge a complaint with the supervisory authority — you have the right to lodge a complaint with the 

supervisory authority, which is the Office for Personal Data Protection. 

This version of the Policy is valid as of 1.5.2021 
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